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Individuals taking and passing the CISA exam December 2015

FRISIE P

@ Printable application — Exam passers December 2015 and prior Eﬁiﬁ%nﬁuﬁﬂh&t ( ;Eﬁ )

(Bestviewed in Internet Explorer?

@ Download application (881K) Tﬁ$ﬁ]iﬁ§,‘£“$nh&t

L Request an application (zent in postal mail)

Individuals taking and passing the CISA exam June 2016 and
later:

@ Printable application — Exam passers June 2016 and |ater Eﬁﬁ%ﬁﬁ“hﬂ ( ;Eﬁ )

(Bestviewed in Internet Explarer)

T bownload application (512K) Tﬁ;ﬂ]iﬁ%ﬁﬁﬂbﬂ

B Reguest an application (sent in postal mail) ‘ ;oo nn
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L Certified Iniormatmn
CISA Systems Audito Application for CISA Certification
*,;

Requirements to Become a Certified Fform
Instructions for Completion of the Apd ra‘o { [y

CisSA Certification—Code of Profes Siowsl

I have read and snderstand the abowve referenced Ethics statements and will adhere to them.

Application Form
Applicant Information

First Nams

premems

Maiden Mame or Former Name: |

ity Exam 1D

Prafered Matling Address: () Home

Business

Home Address

Strest Address Line 2

Applcant Emeil Address

Present Employer Information

Job Title Business Name
Business Strest Address |5|.a.te # Prowince
Street Address Line 2 PostalZip Code
City Country

ess Telephons Business Fax

Susiness Email Address

Immediats Supsrvisor Mame: Supervisor Title
[

[T RO e e LIS T

AL Information Systems Audit, Control or Security Experience—List your most recent experience first. A candidate must have a minimum of two years of IS audit, control or security experience. Two years of experience is
considered 4,000 actual hours, with the exception for full time instructors (see B. Experience Substitution below).

f empicyrment
Cantrol or Secwrity Duration of experence
Ermployeer Mam o MY “rears Months
Ermployer Nams
te == I [====]
Employer Mame A "",\
s — _l Friy
| = o — — —
Total number of years IS auditing, control or security experience (round down to whole year) Total:
B. Experience Substitution—A maximum of 1 vear IS auditing, control or security experience may be substituted with either one full year of auditing experience — or one full year of information systems experience.
sl Dates of Employment Type of i ok v Wi
University Mame Yy to Y Experience of Substitution
[ 1o Mon-1S Audit
[ o Information Systems
[ = University Instructors

*There is no mMmaximum limitation for university iNsStructor experience. However, two Tull years of university instructor experience in a related field is required for each one year of IS auditing, control or security experience
substitution.

C. Educational Experience Waiver—If you are applying for any experience waivers, please check the appropriate box. Ta confirm your degres status, please include with your application an original or copy of a transcript or
letter from your college or university. Please provide your name as listed on the transcript.

Name on transcript:
] Two years experience waiver for a four-year university degree, Masters Degree, or PhD

One year experience waiver for a two-year university degree

[ Equivalent educational experience to the above, listed here and official verification provided. (1ist)

| One year experience waiver for a university degree that enforces the ISACA sponsored Model Curricula. (Cannot be used if three years substitution or waiver have been claimed.}
D. Summary of Experience Reguirements

1. Total number of yvears of information systems audit, control or security experience — enter the total from Section A above (Mminimum of 2 years)

N

If applying for an experience substitution, enter number of years being substituted in the box and complete Section B above (Maximum of 1 year).

W

If applying for an experience waiver, enter 1, 2 or 3 in the box as appropriate and complete Section C above

Total Work Experience—add boxes 1, 2 and 2(boxes 2 and 3 cannot exceed 2 years) (must total five years or more to apply for CISA certification)

E. Individuals Verifying VWork Experience Details—Please record here the names and contact information of the individual(s) that will verify your work experience in sections A and B above:

Werifier's Name Joib Title Company Name
=
Company Email Address.
Werifiers Mame Job Tite Company Mame
2. I
Company Telephone Mumber Company Emadl Address.

fi Job Title Company Mas




1 1 1
Masmiber

werification of VWork Experience

Company Telephon

1L, . am applying for certification through ISACA as a Certified Information Systems Auditor. My work experience must be independently
verified by my current andior previous employer(s) The individual verifying the work experience must be an independent verifier and not of any relation to the applicant nor can the verifier verify hisfher own work. If | currently or
once worked as an independent consultant, | can use a knowledgeable client or an individual certified as a CISA or CISM to perform this role

| would appreciate your cooperation in completing this form, by verifying my IS auditing, control or security work experience as noted on my application form attached and as described by CISA job practice area and task
statements. Please return the complete form to me for my submission to ISACA If you have any questions concerning this form, please direct them to ClSAapplication@isaca org or +1.847 660 5660. Thank you

Applicant's Signature Crate

Employer's Verification Information
Compsmy Name

EERISIEER

ioymant from page 2: |

company relating to oan

Please answer the six questions below, and then sign and date where indicated on the printed form.
{The following statemants are to be confirmed by the Verifier after printing the application)

1. Have you functioned in a supervisory position to the applicant such that you can verify his/her work experience?

2. How long have you known the applicant?

3. Is the categorization and duration of the applicant's work experience, for your organization, as listed on the application for certification form, correct to the best of your knowledge?
A, Are you qualified and willing to verify the applicant’'s work experience prior to his/her affiliation with your companylorganization 2

5. Are you gualified and willing to verify the applicant’'s educational experience waiver(s) claimed?

6. Is there any reason you believe this applicant should not be certified as an information systems auditor?

Lllesorinion ok Clss dol Brachice Sreas

Domain 1: The Process of Auditing Information Systems — Provide audit services in accordance with IT audit
standards to assist the organization with protecting and controlling information systems.

Domain 1 Task Statements

Develop and implement a risk-bDased IT audit strategy in compliance with IT audit standards to ensure that
key areas are included

Plan specific audits to determine whether information systems are protected, controlled and provide value
' to the organization.

Conduct audits in accordance with IT audit standards to achieve planned audit objectives.

Report audit findings and make recommendations to key stakeholders to communicate results and effect
change when necessary.

Conduct follow-ups or prepare status reports to ensure appropriate actions have been taken by
management in a timely manner.

Domain 2: Governance and Management of IT — Provide assurance thatthe necessary leadership and
organizational structures and processes are in place to achieve objectives and to support the organization’s
strategy.

Domain 2 Task Statements

Ewvaluate the effectiveness of the IT gowvernance structure e u
decisions, directions and performance of IT so thatit sup
Ewvaluate IT organizational structure and human resources (personnel) management to determine whether
they support the organization's strategies and objectives.

Ewaluate the IT strategy, including the IT direction, and the processes for the strategy’s development,
approval, implementation and maintenance for alignment with the organization’s strategies and objectives
Ewaluate the organization’'s IT policies, standards, and procedures, and the processes for their
development, approval, implementation, maintenance, and monitoring, to determine whether they support
the IT strategy and comply with regulatory and legal requirements.

Ewvaluate the adequacy of the guality management system to determine whether it Supports the
organization’'s strategies and objectives in a cost-effective manner.

Ewvaluate IT management and monitoring of controls (e.g., continuous monitoring, QA) for compliance with
the organization’s policies, standards and procedures.

Ewvaluate IT resource investment, use and allocation practices, including prioritization criteria, for alignment
~ with the organization’'s strategies and objectives

Evaluate IT contracting strategies and policies, and contract management practices to determine whether
they supportthe organization’'s strategies and objectives.

Ewvaluate risk management practices to determine whether the organization’s IT-related risks are properly
managed.

Ewaluate monitoring and assurance pracltices to determine whether the board and executive management
receive sufficient and timely information about IT performance.

Evaluate the organization’s business continuity plan to determine the organization’'s ability to continue
essential business operations during the period of an IT disruption

Dromain 3: Information Systems Acquisition, Development and Implementation — Provide assurance that the
practices for the acquisition, development, testing, and implementation of information systems meet the
organization’'s strategies and objectives.

Domain 3 Task Statements

Evaluate the business case for proposed investments in information systems acquisition, development,
maintenance and subseqguent retirement to determine whether it meets business objectives.

Ewvaluate the project management practices and controls to determine whether business requirements are
' achieved in a cost-effective manner while managing risks to the organization

{YRSERR X RHE

Please check the boxes that indicate the tasks performed by applicant. Upon review, please sign and date the bottom of this page.

Conduct reviews to determine whether a project is progressing in accordance with project plans, is
adequately supported by documentation and status reporting is accurate.

Evaluate controls for information systems during the requirements, acquisition, development and testing
phases for compliance with the organization’s pelicies, standards, procedures and applicable external
requirements

Evaluate the readiness of information systerms for implementation and migration into production to
determine whether project deliverables, controls, and organization’s reguirements are met

Conduct post-implementation reviews of systems to determine whether project deliverables, controls, and
organization’s requirements are met.

Domain 4: Information Systems Operations, Maintenance and Support — Provide assurance that the
processes for information systems operations, maintenance and support meest the organization’s strategies
and objectives.

Domain 4 Task Statements

— Sonduct periodic reviews of information systems to determine whether they continue to meet the

— organization’s objectives

ervice lewvel management practices to determine whether the lewvel of service from internal and
Lrvice providers is defined and managed.

ird party management practices to determine whether the levels of controls expected by the

n are being adhered to by the provider.

Evaluate operations and end-user procedures to determine whether scheduled and non-scheduled
processes are managed to completion

— Ewaluate the process of information systerms maintenance to determine whether they are controlled
effectively and continue to support the organization’'s objectives

Ewvaluate data administration practices to determine the integrity and optimization of databases

Evaluate the use of capacity and performance monitoring tools and techniques to determine whether IT

services meetthe organization’'s objectives.

Ewvaluate problem and incident management practices to determine whether incidents, problems or erfrors

are recorded, analyzed and resolved in a timely manner.

Evaluate change, configuration and release management practices to determine whether scheduled and

non-scheduled changes made to the organization’s production environment are adequately controlled and

documented.

Ewvaluate the adequacy of backup and restore provisions to determine the availability of information required

to resume processing.

Evaluate the organization’'s disaster recovery plan to determine whether it enables the recovery of IT

processing capabilities in the event of a disaster.

Domain 5: Protection of Information Assets — Provide assurance that the organization’s security policies,

standards, procedures and controls ensure the confidentiality, integrity and availability of information assets.

Domain 5 Task Statements

— Ewaluate the information security policies, standards and procedures for completeness and alignment with
generally accepted practices

Evaluate the design, implementation and monitoring of systerm and logical security controls to verify the
confidentiality, integrity and availability of information

Ewvaluate the design, implementation, and monitoring of the data classification processes and procedures
for alignment with the organization's policies, standards, procedures, and applicable external
requirements.

Evaluate the design, implementation and monitoring of physical access and envirommental controls to
determine whether information assets are adequately safeguarded.

Evaluate the processes and procedures used to store, retrieve, transport and dispose of information
assets (e.g., backup media, offsite storage, hard copy/print data, and softcopy media) to determine whether
information assets are adequately safeguarded.
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Applicant Information

Application Form

HEEIES

First lame Middle Mame/nitial LastiFamily Exam D

BE = | _

. T 3, ==

Preferred Mailing Address: ) Home U Business #ihl. ZFEHH /M E]ﬁmﬂﬁ-” ‘t_lt

.Hl.llllt-' FRlLY LI =tRa) DIULEJMIILC
Street Address Line 2 PostalZip Code
| |
on REBIEE o
Applicant Home Telephone Applicant Email Address
Present Employer Information
Job Title Business Mame
Business Street Address State / Province
Street Address Line 2 . PostalZip Code
| | MAARGER
|Cit].f | |Cuuntr_v
Business Telephone Business Fax
Business Email Address
Immediate Supenisor Name; Supenisor Title
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Work Experience Detail

A. Information Systems Audit, Control or Security Experience—List your most recent experience first. A candidate must have a minimum of two years of I3 audit, control or security experience. Two years of experience is
considered 4,000 actual hours, with the exception for full time instructors (see B. Experience Substitution below).

Diates of employment
in I3 Audit, Control or Security Duration of expenence
Employer Name MY to MM ears Months

Employer Name

Beijing GooAnn Technology Co., | e 2y [ o708 | o 02112
s SonmEiT, EHlEkREFNE — —

- @ .

Employer Name

1RERIRE

[ 5 |
o
-
|

Ol NUMDEr 01 years 1S auarning, Conirol of SeCcury EXpernence (rounad aown 10 whole year) Total:
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B.£ZBEHER

—A maximum of 1 year IS auditing, control or security experience may be substituted with
either one full year of auditing experience — or one full year of information systems
experience. LFR KRR AI— N REFFIT LIERR - —MSRERNEK , RFNFIT, 15
Hek L e S HEAVELR,

B #B9 — EI0INE— MREMUAE IR ( FIRIMSSEITEE ST ) SR EIRSE RS
TR (PRI FREEREmRE ) | B E R s L FR RS AR — "B M.
ARAERASHITERAIRAEA TS (SRR, Sif. BRRRET) , GoREE
MW B FRILKLISEREB—FNREINRK. STFTAZEHIMS | IREXNEERAYERRRE.
MME—FNRIN SRS .

B4t -

1. HESRGET. EHERS N TIFERRANTN—E
2. WTFARFEINKERERS

B. Experience Substitution—A maximum of 1 year I3 auditing, control or security experience may be substituted with either one full year of auditing experience — or one full year of information systems experience.

Company/ Dates of Employment

University Name MY to MY Epr!:aF:'Teﬁft:e Fﬁ?ﬁlﬁuﬁ?&?
| [ ] 10 — Non-IS Audit i)
— IR I/ ERRR/ KB wnmoans —
| I_ to |_ University Instructor* I_

*There is no maximum limitation for university instructor experience. However, two full years of university instructor experience in a related field is required for each one year of IS auditing, control or security experience
substitution.

GooANNn
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x B 2. TERIG(SE NREAR

C.HBEZUERIERR
—If you are applying for any experience waivers, please check the appropriate box JNER&Z1E

ESHAIRREAREE |, BREHENANGR, To confirm your degree status, please
include with your application an original or copy of a transcript or letter from your

college or university. ATHIAGIZEE | BSEHNRIER—EM XTSI KRF RS REEFRE
= EEM4. Please provide your name as listed on the transcript. , iSRG ERZRE FRY
W=,
C 8B - WBLW AR — EHENGTERFESHELNAIER. N TABHNFEAIKY | iB7EH
IBRPMII—DKERSRESMEBHNRMEEEEN . AT RDGIERNE , AR RIENGRE.
2&?4)52{%_&:}25?&?&5%2&2@@ , ERIZHALMRNEIFERR , FEER D RENGREEEBH
[RFaEEN

C. Educational Experience Waiver—If you are applying for any experience waivers, please check the appropriate box. To confirm your degree status, please include with your application an original or copy of a transcript ar

letter from your college or university. Please provide your name as listed on the transcript. #&EQZEA =
=L ‘-‘L Eﬁ

Mame on transcript:

[T] Two years experience waiver for a four-year university degree, Masters Degree, or PhD j'\j/ﬁﬁ D_Tl £|3 E’Jj(’_%é’_%ﬂl ) ﬁﬁf’%é{EEﬂZTiﬁrf?{E %’ﬁ‘ﬁﬂ:ﬂz%%

[T] Oneyear experience waiver for a twa-year university degree N AR R, BRBRIERR
G 2 ] & 1
1! Equivalent educational experience to the above, listed here and official verfication provided. (ist) LRFFHANER, EXEIH, FRHARTRIE.

["] One year experience waiver for a university degree that enforces the ISACA sponsored Madel Curricula. (Cannat be used if three years substitution or waiver have been claimed.)

gooonn.com:-'é- =z X F
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D.2454258E 5k Summary of Experience Requirements

D #B9 - RIERFE— ik iR A-C SBoBEH0, A TR R ( "Total
WorkExperience” )ii—{IRIZ Rl ERARAmE T, RHlsE A N TIEERSEIER
HOREEA RS, RDES Efﬁg;ﬂ’lfééﬁﬁzf BERgEE CISA TAIE,

BNRFLEEKF |, LWINHEE SRR EARERE =F , KFHIDRILIEHTRBRI.

1. Total number of years of information systems audit, control or security experience —
enter the total from Section A above (minimum of 2 years)%&ﬂ’ﬂ{%‘,@%é}&ﬁﬁ' , FEdlFN=
EHHNRRPBE - NS— MR ANEE8 (20250 E)

2, If applying for an experience substitution, enter number of years being substituted in
the box and complete Section B above (maximum of 1 year) JISREISHIZINEN , HIA
TEFIEEAYBT ( RS LE ) LA ERIREUCAISEEL.

3. If applying for an experience waiver, enter 1, 2 or 3 in the box as appropriate and
compléte Section C abovellSRERIEHEEIEAR , FHEPENELF-EAICTLLEL | 283

B e FIREER
D. Summary of Experience Requirements IE\gEgI' W S

1. Total number of years of information systems audit, control or security experience — enter the total from Section A above (minimum of 2 years)

2. If applying for an experience substitution, enter number of years being substituted in the box and complete Section B above {maximum of 1 year).
3. Ifapplying for an experience waiver, enter 1, 2 or 3in the box as appropriate and complete Section C above

Total Work Experience—add boxes 1, 2 and 3(boxes 2 and 3 cannot exceed 3 years) (must total five years or more to apply for CISA cerification)

Total Work Experience 5 ) T/EZ 46 —add boxes 1, 2 and 3(boxes 2 and 3 cannot exceed 3
years)1, 2, 321 (2, 3ZFIABEEEIT34E) (must total five years or more to apply for CISA
certification) (/D EA HFEM TAELR A A FALHIE CISA NIE. )

GooANNn

gooann.com # &2 X F




] — - 2/
- . 2 . ?gégf&{E I%\&%ﬁ%

E. IIETERIERIBXRAFIE

—Please record here the names and contact information of the individual(s) that will
verify your work experience in sections A and B above: - EAEXEBEICRAIEZFELR
ANER | BIuHENITEER , AR L BERD

E. Individuals Verifying Work Experience Details—Please record here the names and contact information of the individual(s) that will verify your work experience in sections & and B above:

Verifiers Nams Job Titlke Company Mame
1. [Cuke (1S auditor [GooAnn

Company Telephone Numbser |861{I5‘1 626974 Company Email Address | livha@ygooann.com

VeriFier'.s MName Job Title Company Mame
|

Company Telephone Mumbser A\T T ' E L Y E
s Verifiers Name g‘_“u = m '%\ E Company Names

o |
Company Telephone Numbser Company Emai Addﬁsl

GooANNn

gooann.com # &2 X F
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Verification of Work Experience

|, Yi Zheng . am applying for certification through ISACA as a Cerified Information Systems Auditor. My work experience must be independently

verified by my current and/or previous employer(s). The individual verifying the work experience must be an independent verifier and not of any relation to the applicant nor can the verifier verify hisfher own work. If | currently
or once worked as an independent consultant, | can use a knowledgeable client or an individual cerified as a CISA or CISM to perform this role.

| would appreciate your cooperation in completing this form, by verifying my IS auditing, control or security work experience as noted on my application form attached and as described by CISA job practice area and task
statements. Please return the complete form to me for my submission to ISACA. If you have any questions concerning this form, please direct them to Cl3Aapplication@isaca.org or +1.847.660.5660. Thank you.

Applicants Signature $ == g Date 3
BEAE HEE

GooANNn
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Venfer's Name

[— pre pps

e FERFMER
Street Address

|A-808.Digital Tower,No.2.South Street

Strest Address Line 2
[znongGuanCun. Haidian District. Beijing

City
|Beijing

Company Telephone Mumber
[ee1051e28974

Employer's Verification Information
Company Name
lae'rjing GooAnn Technology Co., Lid.

State / Province
[Beijing
PostalZip Code

i 100086

Country
ICh'rna

Company Email Address
ili"@qmnn.mm

Name of company relating to candidate’s smployment from page 2: IB'E'fji"G GooAnn Technology Co., Lid.

GooANNn
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n 3. EERYGUHEEFIIEIE

Have you functioned in a supervisory mgosition to the applicant such that you can verif
his/her work experience?{RE2E—EEER , AILAGIEERBA ( /it ) RITIELRIE ? [YES},
How long have you known the applicant?fZHAIRBRISABER ? [[JHAHFESFREFAEST
TR

Is the categorization and duration of the applicant ‘s work experience, for your
organization, as listed on the a flication for certification form, correct to the best of your
k"°W|edge?EHi%AT:Eﬁ@?éﬂ&'%H‘JI@éEﬁ , iR LIASAMIERES | SIERIEER ? [YES]

Are you qualified and willing to verify the applicant ‘s work experience prior to his/her
affiliation with your company/organization?{RE2EEEHY , ESZEHRBEANIESIS , Zaift
/SR AT/ BHRIERR 2 [YES]

Are you qualified and wiIIingnto verify the applicant ‘s educational experience waiver(s)
claimed? (FERFHEN , FRSLMEEHBEANASEN , ABRE&? [YES] 5 [N/A]

Is there any reason you believe this agglicant should not be certified as an information

systems auditor? &SEIEHUERHRIANZBBEARREA—MEBRERHFITFAILE? [NO]

Please answer the six questions below, and then sign and date where indicated on the printed form.
[The following statements are to be confirmed by the Verifier after printing the application)

i

S e [

Have you functioned in a supervisory position to the applicantg

How long have you know the applicant? l%lﬂ%qwﬁij% I”il:I - ce'? REITENEER |, FiERRHE

Is the categorization and duration of the applicant's work experience, for your organization, as listed on the application for certification form, correct to the best of your knowledge?

Are you qualified and willing to verify the applicant's work experience prior to his/her affiliation with your company/organization?
Are you qualified and willing to verify the applicant's educational experience waiver(s) claimed?
Is there any reason you believe this applicant should not be certified as an information systems auditor?

GooANNn

gooann.com # &2 X F
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Domain 1 Task Statements

Develop and implement a risk-based IT audit strategy in compliance with IT audit standards to ensure that
key areas are included.

0 Plan specific audits to determine whether information systems are protected, controlled and provide value
~ fothe organization.

[] Conduct audits in accordance with IT audit standards to achieve planned audit objectives.
Report audit findings and make recommendations to key stakeholders to communicate results and effect
change when necessary.

i Conduct follow-ups or prepare status reports to ensure appropriate actions have been taken by
e management in a timely manner.

Domain 2: Governance and Management of IT — Provide assurance that the necessary leadership and
organizational structures and processes are in place to achieve objectives and to support the organization's
strategy.

Domain 2 Task Statements

Evaluate the effectiveness ofthe IT governance structure to ensure adequate board control over the
decisions, directions and performance of IT so that it supports the organization’s strategies and objectives.

- Evaluate IT organizational structure and human resources (personnel) management to determine whether
~ they supportthe organization's strategies and objectives.

M Ewvaluate the IT strategy, including the IT direction, and the processes for the strategy's development,

~ approval, implementation and maintenance for alignment with the organization's strategies and objectives.

__ Ewvaluate the organization's IT policies, standards, and procedures, and the processes for their
LI development, approval, implementation, maintenance, and monitoring, to determine whether they support
the IT strategy and comply with regulatory and legal requirements.

A Evaluate the adequacy of the quality management system to determine whether it suppors the
~ organization's strategies and objectives in a cost-effective manner.

— Evaluate IT management and monitoring of controls (e.g., continuous monitoring, QA) for compliance with
~ the organization's policies, standards and procedures.

& Evaluate IT resource investment, use and allocation practices, including prioritization criteria, for alignment
— with the organization's strateqgies and objectives.

- Evaluate IT confracting strategies and policies, and contract management practices to determine whether

— they supportthe organization's strategies and objectives.

e Ewvaluate risk management practices to determine whether the organization's [T-related risks are properly
~ managed.

— Evaluate monitaring and assurance practices to determine whether the board and executive management
~ receive sufficient and timely information about IT performance.

— Ewvaluate the organization’'s business continuity plan to determine the organization’s ability to continue

|
= essential business operations during the period of an IT disruption.
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L 4 CISATESCBRATSE

Domain 3: Information Systems Acquisition, Development and Implementation — Provide assurance thatthe 3. SR Z45E, TR WMHE. EERSMTE TilNSETs S anaMEnEmaHe
k=

practices for the acquisition, development, testing, and implementation of information systems meet the
organization's strategies and objectives.

Domain 3 Task Statements Skt RE
& Evaluate the business case for proposed investments in information systems acquisition, development,

O HERRRARE R SPIRSRHE. LRECESHaL B EARTR LR -
' maintenance and subsequent retirement to determine whether it meets business objectives. [RGB B, e SR EIRAORERN, ThEai T EE R .

M Evaluate the project management practices and controls to determine whether business requirements are o TR, [ AR e BT REIRE I, Y Lebedry - B e
' achieved in a cost-efiective manner while managing risks to the organization. Bb - CERRR S S i S P s

— Conduct reviews to determine whether a projectis progressing in accordance with project plans, is [ HEEE RERAWEH], TD8-FZANMEE, 1, BRI oy : iR
. [ WHARRRGANEH, D8 EAONEE, ff ERERRYMPERREN, . FeimiikE
— adequately supported by documentation and status reporting is accurate. [ S R A, RS T RRmE S, (SR NES -
Evaluate controls for information systems during the requirements, acquisition, development and testing : i e el i ! T
[l phases for compliance with the organi‘zation'sFIicies, standards, proced‘uﬁ and a;%cable external O FETHRERTRE . LRENEnARE, FHEIrERETEawE -
i ts. : e T : 2
caremens 417 54\;!;91”’!5 ':FAEQE F mmﬂﬂ‘-@ Dilale: masnen. aposs suer. ceruatan. SMEETARSBIRE.
— Evaluate the readiness of informat o ntatidn a i 0
~ determine whether project deliverables, conrols, and organization's requirements are met. HEEERER
— Conduct post-implementation reviews of systems to determine whether project deliverables, controls, and [ EERSHTENSEE, LBEEMZSHERE REORBE-
- ization’ i t t i et e T ey = .
hspeeh e e B o O R IR LRESTEXAEIR, NN R SRR AR

Domain 4: Information Systems Operations, Maintenance and Support — Provide assurance that the

processes for information systems operations, maintenance and support meet the organization’'s strategies M iHEE = HEENE HREE ST E A AR T FirEiH R -
and objectives. — £ a9 0y

Domain 4 Task Statements O e R A PAER, LR E RS e e Bl =R o

- Conduct periodic reviews of information systems ta determine whether they continue to mest the ] TS RGAEEEEE. LEETETE ), R R e .
organization's objectives.

— Evaluate service level management practices to determine whether the level of service from internal and [ iEESIERNE, M AEEER SR ik .

— external service providers is defined and managed. _

— Evaluate third party management practices to determine whether the levels of controls expected by the [ #FErE RNt R T BN, HREE SRS H ORI

 organization are being adhered to by the provider. _ am T e ; f— HO ot =1E msmeL L

B Evaluate operations and end-user p_rocedures to determine whether scheduled and non-scheduled O #fﬁ’ Hﬁﬁmm:&ﬁﬂ%ﬁﬁ#s llﬂﬂ‘ﬁmaﬁ’ ﬁﬁm&ﬁﬂ%lﬂﬂ*ﬂ%#g@mfﬁ}ﬁ°
PERCHONSS WY TMBING 1 CotOl RO O WHEEE. BENEMEENNE ViR Setin TR = e PR AR

— Evaluate the process of information systems maintenance to determine whether they are controlled .

— effectively and continue to support the organization’s objectives. [ R EMERRERNEY HiEREREMERENZERTR]RY -

[[1 Evaluate data administration practices to determine the integrity and optimization of databases. 7 B RiA i i s Mt
T o HE 4 = I i
Evaluate the use of capacity and performance monitoring tools and techniques to determine whether [T SRR, e S AR E TSR, TR
sernvices meet the organization’'s objectives.
— Ewvaluate problem and incident management practices to determine whether incidents, problems or errors
-~ are recorded, analyzed and resolved in a timely manner.
) Evaluate change, configuration and release management practices to determine whether scheduled and
Ll non-scheduled changes made to the organization's production environment are adequately controlled and
documented.

= Evaluate the adequacy of backup and restore provisions to determine the availability of information required

— toresume processing.
& Evaluate the organization's disaster recovery plan to determine whether it enables the recovery of IT
~ processing capabilities in the event of a disaster.
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L 4 CISATESCBRATSE

Domain 5: Protection of Information Assets — Provide assurance that the organization's security palicies,
standards, procedures and controls ensure the confidentiality, integrity and availability of information assets.

Domain 5 Task Statements

= Evaluate the information security policies, standards and procedures for completeness and alignment with
— generally accepted practices.

— Evaluate the design, implementation and monitaring of system and logical security controls to verify the
< confidentiality, integrity and availability of information.

Evaluate the design, implementation, and monitoring of the data classification processes and procedures
L] for alignment wi ' Mﬁ res, and applicable external
o Y R E Y E RIS P EIRUOE

= Evaluate the design, implementation and monitoring of physical access and environmental controls to
— determine whether information assets are adequately safeguarded.

B Evaluate the processes and procedures used to store, retrieve, transport and dispose of information
| assets (e.g., backup media, offsite storage, hard copy/print data, and softcopy media) to determine whether
information assets are adequately safeguarded.

I%5: fPEE=- -REAONT el 0, BFENTH, WREESFIREN . TEUENeAY-.
Sk E RS

BRI B S A R e e kD R R e
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organization's strategies and objectives.
Domain 3 Task Statements

Evaluate the business case for proposed investments in information systems acquisition, development,
maintenance and subsequent reirement to determine whether it meets business objectives.

Evaluate the project management practices and controls to determine whether business requirements are
achieved in a cost-effective manner while managing risks to the organization.

S RN MBI ER TR

RKATRIE , SUERATINE

PAN
AV

BN TR

~ confidentiality, integrity and availability of information.

Evaluate the design, implementation, and monitoring of the data classification processes and procedures
[ for alignment with the organization's policies, standards, procedures, and applicable external
requirements.

0 Evaluate the design, implementation and monitoring of physical access and environmental controls to
determine whether information assets are adequately safeguarded.

Evaluate the proceszes and procedures used to store, refrieve, fransport and dispose of information
| assets [e g, backup media, offsite stsrage hard copy/print data, and softcopy media) to determine whether

Insert Additional Verification of Work Experience

Clicking the Print button below does not submit your information.
Please sign the completed application and either email, fax or postal mail your application to:

ISACA
3701 M. Algonguin Rd.

Chaiden ANA4AM

Print CISA Application |

GooANNn

gooann.com =

=2 X T




Lt

Oy DA A meal ey

W il MDDl aise e "I or o tTw e B
——

-

TR

. e

- omresan *ge -

Bapa] ireg Gooegdores Toc funosogy Co Lt

R > - -
e e -
Sl

e Carem e

BMYTDRTRTORTS

W T
CED
ey

L

el
! O Wemrm ) o
,

i

Employer InfOormats=on
e O, Degemal T o MO 2 Saoeatty S rer

e —— Si— -

}
:

_
:
.___m_m

e — T — A ST —




o Tt o Ayl e
CISA o= sy

. e Ve ol | — o - /]
Werk Exporsence Detail e -

A Infornmation Systems Audit, Control of Security EXBerance Lt your monl secsrs ssserssoe S5t &
A i i e s Rl s oL & I T
A e m T Tath S (T @ e casires B0 Sl Srea rRTLETCE (o B Eaparasrs S el s Dt x - T

. i
Ba—yirey Ciersiime Tos gy Co Lt -

Tore s of pmara i el caetrod OF SereCus Ty BepeeTaescEr el o WD wlFuEs Y
B EXDOrnencs® Substiuledfn & —sscom oF 1 pear (5 saifrg corsel o aocurily sspermros
arren Tl g G O S sl e e Ee e e G Pl g Of RO TSRO SYERETER e

el — Cearew opl 0 = grieg FEas— L —
. L. e — - Al
- P s S A T
- vy o .
T Tms w e el TTiams e e TR AN S N e et Ty AT IR SRS RSl SACamrere  Dae Rall pRars oFf orewaraly y
5wt Fama] e e e e B e g P T E S oI O e Py Seapeprareia el e

C Educaiconal Experience Warddr 1 o s siofprsy foe any Sl
e TR g E B we LLaf s etlrne el sl et yeCas  BCepl saliece B STl OF Dopey of 8
gty e Ees [ Tweole mﬂr—-i-h-l_m"m

-

B el e L == i R e o L
L e aer? oo sl ssparwice b P alarve _I_L-“

e gt e e T 8 et Lly SOgree ol erdorors T LACA
e g el TR P 3 wee vt Sl D Chameews® )

D Swemmary of Expesnience Reguirermesnts

. Tefal rusvibms of pears of FAOTTANOT LY ERETTIS Sl SOl S
e | TR O D i ) ==
I afsfrweu) B S m TR RSO s cuesiDr S peare

S S S ——— R—

B sgrwere) e des @O weavees svdes 1 J or 3 o S e

T astical WO
e 10 BERy Por CoSA




Page 3

Exam (o T

am applying for certificatian thraugh

1. ¥i_Theng

ISACA a3 8 Corshes Inormaton Sysloms Auditor. Aty work expenence mTus! De ndependently wen®ed oy my asrent ardd'or
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Online Store | Product Details

All prices are listed in US Dollars

Return to Bookstore Home ] [ View Shopping Cart

CI5A Application Processing Fee

Product Code: CISA_APP
Mo image
available
Member price:; $50.00

Mon-member price: $50.00

Your price: $50.00
Product In Stock
e s e istedin |13 Dollars
= Add to cart I View Shopping Car Return to Bookstore Home
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Global shopping cart
Bill To Address

Mr.

Beijing GooAnn Technology
Co., Ltd.

A-806, Digital Tower, No 2
South Street, Zhongguancun,
Haidian

Beijing, 100086

China

Ship To Address ||  Edit Shipping Address

O e e

A-806, Digital Tower, No 2

South Street, Zhongauancun, Haidian
Beijing, 100086

China

If you purchased books and are shipping to a P.O. Box, please also include the street address to ensure proper delivery.
Remwe!ltem # ‘thpe |Description

Unit Ext
\Price  |Price

Qty

F icasa_aﬁﬁ ‘BALEB'CLSA Application Processing Fee

Subtotal:

Shipping(FEDEX):
Total before tax

Estimated tax:
Order Total:

‘ . | $5n_uu‘ $50.00

$50.00
$0.00

$50.00

Clear cart

Update cart | F'rintl Enter Code

Continue shopping

Pay by Chedk or Bank Transfer

==
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Payment Details

Payment Method

Card Type *

Card Mumber

Mote: Do not use spaces, non-
numeric characters, or dashes.

Expiration Date (Month, Year) *

Mame on card *
Credit Card Security Code (CWVV) *

Payment Amount (US Dollars)

* Please note: Upon clicking the " Submit Payment" button, your credit card will be charged th
If you do notwish to submit payment at this time, you may press Cancel to cancel the payment a
Cart. Cancelling the paymentwill not remove the items from your cart.

| understand that information | submit will be used as described in the Privacy Policy and that my purch
Terms of Use and any additional purchase rules and guidelines in this site.

SBMERF

SHT3Z(T

Credit Card
Debit Card (with V154 or MasterCard logao)

VISA -

1 = 2012 -

-

$50.00%

1
Submit Payment I Cancel I
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... 1.[certification@isaca.org#AZ1=HR {4

3. N T ERULE

BGIET )

i A certification@isaca.org ;

Bt fF: 24 (i 1-2.0PG £...) TEE ML

b RENEE: RERhESEE]

Dear certification:
| am very honored to have passed the CISA exam, now apply for CISA certification.
Attachment is the application information
Exam |D: Termeinm=
Thank you

BRIERIEER | IBWERTAILIAN 4 ( TIFEWIESLRSHAIE RN F NS

SAERIESEREY CISA IAERIEFR—FHRE4S -

WIE WM

ISACA

3701 Algonquin Road, Suite 1010

Rolling Meadows, IL 60008-3124 USA

BT HE1EE:  certification@isaca.org cisaapplication@isaca.org
155 +1.847.660.5660 1£E 545

+1.847.253.1443
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R IAYRATRIAIAIR NSRRI ESRAE R “CISA NS’ . S
5 GGETRTAREIERES, BIEADEIE. 60 CISAERLIR "asA 54
BHE' .

IFBERFRS AT E A -
2015.01.23 #RaZCISAUFHEE
201.01.26 WFIISACA Certification Assistant (IAIEBNER ) BOFBIAS , TlWEIEEE [—F

rA)
2015.02.02 UZZEIISACA Certification Department (IAIEZR ) BIFBIANGS , TRKEIEE [
Ey=)|

2015.03.15 WRIISACARyERAREITIAIE [J\EEA]
2015.4-6F  ISACAERAREEBHEE~~~ [(+TFEA]

ATISACA EM_ERNEBRIBRSEL

2015.01.26 - 03.15 Application Status: Unreviewed

2015.03.16 Application Status: Complete-Under Review
2015.03.17 - 04.11 Application Status: Approved
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Certifiad Infermation

ClSﬂ Systems Auditor
+

CERTIFIED INFORMATION SYSTEMS AUDITOR

ISACA hereby certifies that

I

has successhully met dll requirements and is qualiied as a Certified Infoemation Systoms Auditor, inwilness

wherpot, we have sasoribed our-signatures to this cerificate.

Renuirsments include prerequisite professional expedence; adhergnce to the ISA0A Code of Brofessional

Fihics and the CISA continuing professional education poficy; and passage of the CISA axam,

03 April 2012  Konwith o Vamdiwlad

rtieod Crriibcaizn Ikt Prasphint of BACH ol TG

31 January 2018

Expabon [ Char, Gl Corllcaan Commilkis

il S
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B 1.CISAZxZZERMV S (CPE) BERGWREX

CISABI S HIEEI TIEBBHHTIFBRE | 55 , BIFACPE , ISACAE/H

ME=ERBL0NESTEEL20MES | ZRMEHESD , ETEEEAES.

BALERO=FER0  SFRFHTENEES | i TE RAHE
— RS

CISA CPE BURERMEFEMN=FIAIEHIENAER] CPE frEskAV=RT, CISA RFFaI T
ERT BERIFHEENS
1. BFHEEMARFRS 20 4~ CPE =0T,

2. [A ISACA ( EfMERE S FitS ) EfrSabeiszfs CPE 4HrFEE (&R S 403k
=R$ 85&R#HS 135] .

3. E=FIREHEHRIEMARIFHRS 120 1~ CPE ZH,
WIRPSINFEFEER , KABNFRASIN CPE EZFIHRTEXHICE.
5. 1&5F ISACA RIBRIINEERE,

>
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. m 2CPEESUTIRE

1. ISACA BRIV BEEFISN ( FoPRE! )

2. 3E ISACA BRI BETRFISIN ( FTobRH )

3. BFIRE ( LRE )

4. ZIEEAUF i/ SEER ( R 10 /\\Y)

5. #x/iEH/ Ex ( FTThRH )

6. RERXE. THE(FNPE ( TRH )

7. WEREMEZ ( TRH )

8. BT XAVER =, ( TR )

9. ISACA HEL/FERESTE (BIT ISACA AIFREE 20 /T )

10. 5%1;\ UJ?E_?E) HITAIESIZ ISR ( BRI EsISITHRESEY CISA ZRRESF
/|\

11184t ASEEINIE ( S4EFR 10 /i)

(CISAZrZzERNI 20 E (CPE) BEER) AR AR Rk
http://www.isaca.org/Certification/CISA-Certified-Information-Systems-

Auditor/Documents/CISA-CPE-ChinSimp.pdf
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1. EFEISACARYL ; http://www.isaca.org 7= FEIA TEEAENE "HAFL{" 1 "Z85"

ABOUT ISACA MEMBERSHIP

Register Now!

Information Security Essentials for IT Auditors
ISACA has partneted with Deloitte & Touche LLP

to bring you a 5-day technical course tauaht by highly
qualified subject matier experts.

View the course description and register today.

CERTIFICATION

My ISACA

EDUCATION

Information Security
Essentials for IT Auditors

KNOWLEDGE CENTER | JOURNAL

Ly

Join BACA Feedback Shopping Cart Sig

€' ENGLISH

BOOKSTORE

P 5ign in to My ISACA

Or creste an account.

W Remember my preferences @

?GH'IH

Forgot Password?

GooANNn
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2. HA "MYISACA" ) "MY PROFILE"

3.

Join ISACA My Alerts

ISACA My ISACA

myPROFILE | myMEMBERSHIP | myCERTIFICATIONS | myDOCUMENTS & myPURCHASES

ISACA > My ISACA > My Profie

My Profile
Mr. Jorjiea@iemfiSls
China Hong Kong Chapter Online Name: Junjie035
Company: China Unicom, Zhejiang Member Since: 13 July 2009

Branch ISACA ID: Suaiig

Profile Account - Certification CPE - Demographic Info

At FETBRASEEIE : "ACCOUNT-CERTIFICATION CPE-DEMOGRAPHIC INFO”

Account - Certification CPE - Demographic Info

EDIT this information by clicking the EDIT button at the bottom of the page.

GooANNn
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4. EREAEIETE A TE:

CISA

Cycle Year 1 2011
Year 1 CPEs Needed 20.00
Cycle Year 2 2012
Year 2 CPEs Needed 20.00
Cycle Year 3 2013
Year 3 CPEs Needed 20.00

5. REEHLIEGIRA "EDIT” |, 28~ FENRE :

Account - Certification CPE - Demographic Info

EDIT this information by clicking the EDIT button at the hottom of the page.

The pre-populated information below is what [SACA currently hias on file which may have been collected priarto
your coming to this new ISACA web site. This information, and any additional information you provide, will be used

as described in our Privacy Falicy.

My Contact Information | Iy Demographic, Cerification CPE and Other Information

Contact Information

6. B LETBPRIEEE "My Demographic, Certification CPE and Other

Information” Gw nn
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7. BNGR , BREAEIEE , B FE

CISA CPE

Cycle Begin Date 11142011 =

Cycle End Date

Cycle Year 1

Year 1 CPEs Required

Year 1 CPEs Reported

Year 1 CPEs MNeeded

Cycle Year 2

Year 2 CPEs Required
Year 2 CPEs Reported
Year 2 CPEs Needed

Cycle Year 3

Year 3 CPEs Required
Year 3 CPEs Reported
Year 3 CPEs Needed

Cycle Hours Required

Cycle Hours Reported

g ]
L]
L]
I

Cycle Hours Needed

=]

8. DRIELETIENNTFRICPEHE , EfR , /A NARVLETH "SAVE" 124 , #HOK !
ENEIL2ABHTRES , SANREILSRIERERECPEEX , AJLIERER. LUSEFHRE

RTT AR, W nn
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